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Abstract of the contribution: Investigation for whether to use QoS flows or PDU Sessions for UAS. 
1. Introduction
The purpose of this paper is to investigate feasible and effective usages of PDU sessions or QoS flows for different UAS services. 
2. Discussion
2.1 QoS Flows
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Figure 1. UAV architecture in a 3GPP system

Figure 1 shows the UAS architecture from TR 23.754.
According to SA1 requirements (TS 22.125), there at least four types of service flows with different QoS requirements, so these service flows can be distinguished into four QoS flows:
1) QoS Flow 1 UAV access UTM (UAV9): this flow is established to access UTM for UAV identification, paring/flight plan authorisation, C2 communication and so on from the UAV. Typically lower bandwidth and/or higher latency messages, or best effort messages. There may also be C2 traffic over this flow as described by the flows below.
2) QoS Flow 2 C2 UAV-UAVC (UAV3/5/8): this flow is established for the command and control of the UAV from the UAVC. Typically these are lower bandwidth and/or higher latency messages, as shown in Table 7.2-1 of TS 22.125.
3) QoS Flow 3 C2 UAV Control Video (UAV3/5/8): this flow is established to aid UAV control by video, as shown in Table 7.2-2 of TR 22.125.
4) QoS Flow 4 services provided to the UAV application: this flow is established for real flight purposes (e.g. live broadcast video footage, stills, 3d mapping etc.) as shown in Table 7.1-1 of TR 22.125.
These QoS flows mentioned above can be split into 2 major groups: (1) Services provided to applications (clause 7.1 of TS 22.125), which include live video broadcast, laser mapping etc. (2) C2 communication, which includes 2 potential QoS flows: C2 control modes (Table 7.2-1 of TS 22.125) and video used to aid UAV control (Table 7.2-2 of TS 22.125).
OBSERVATION 1: In case of UAVs, they may have at least four types of service flows based on SA1 requirements (from TS 22.125) and these service flows have different QoS requirements with each other.
Within 3GPP networks QoS Flows are used to manage different classes of traffic to the same DNN/APNs, so are the natural 3GPP choice for how to manage traffic with different QoS requirements, and many mechanism has been added into 3GPP systems for this, for example TS 23.503, where it provides filtering to identity different types of traffic, provision of rules for that traffic, restrictions for traffic, etc.

In addition to the control aspects brought by QoS flows there are also advantages to the around their creation and deletion (e.g. lower signalling overhead) and reuse of the existing mechanism (e.g. system are already in place for their management).

OBSERVATION 2: QoS Flows are the natural way for 3GPP to handle different QoS requirements for traffic.
2.2 Deployment Options
Operators may have a relationships with different regulatory or commercial entities related to UAS operations and as part of that relationship they may provide dedicated DNNs/APNs for those entities. For example: 

-
The UTM/USS may its own DNN/APN. 
-
A fulfilment centre (e.g. large online retailers) operating a fleet of drones, has a dedicated DNN/APN for themselves (i.e. not via generic internet DNN) for C2 traffic.
Therefore we can’t assume that all traffic for a UAS goes via the internet or same DNN. 
OBSERVATION 3: The UTM or 3rd AS may have a dedicated DNN/APN or common DNN/APN for UAS services according to different deployment cases.
2.3 PDU Sessions or QoS Flows?
According to OBSERVATION1 and OBSERVATION2, a QoS Flow only solution may not work in all deployment cases, for example when the UTM uses a special DNN/APN. It will always have to solve the multiple DNN case.

However it should be considered that different QoS Flows can be used in the same DNN for the following example cases:

· UTM and UAVC C2 traffic, or 

· UAVC C2 and application services traffic, or

· UTM and application traffic, or 
· any combination.
OPEN QUESTION 1: Whether these different QoS flows be managed in one PDU session or not?

It seems the QoS requirements can be pre-configured in Subscriptions or dynamic injected to CN by UTM or other AFs based on e.g. Npcf_PolicyAuthorization_Create for multiple PDU Sessions or multiple QoS flows, but we do need to consider in the scope of UAS how this is done for both the PDU Session cases in addition to the QoS Flow cases. 

OPEN QUESTION 2: How can the QoS requirements for different flows be known to the CN?
An impact analysis for using multiple PDU Sessions vs. Qos Flows on Solution 5 has been shown in Annex A.
3. Conclusion and Proposal(s)
It is proposed to agree the following proposal:
PROPOSAL 1: Multiple DNN cases should be resolved, but if it not required to establish an additional PDU session, it is preferred to establish multiple QoS Flows for different UAS services instead of establishing additional PDU Sessions.
PROPOSAL 2: For the different UAS services, specific QoS requirements for different flows should be known to the CN.
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5. Annex A: Impact Analysis on Solution #5

· Step 6: pending UUAA indication for authentication and authorization
· Description: 
· “The AMF assigns the Tracking Areas of the Registration Area as a Non-Allowed Area”, 
· “Upon receiving the "pending UUAA" indication the UAV behaves as a UE receiving a "Pending NSSAA" indication and is restricted from performing e.g. any PDU session establishment dedicated for the UAS service”.

· Existing mechanism: Existing NSSAA indication and non-allowed areas are to restrict any PDU session establishment.

· Multiple PDU sessions: 

· need to distinguish PDU sessions for UTM or UAVC or others

· need to modify/enhance existing NSSAA indication and non-allowed areas definition to only restrict the PDU sessions for UTM or UAVC or others.

· Multiple QoS flows: 

· No need extra enhancement.

· Step 10: PDU Session Request contains the Aviation Connectivity Payload for UTM’s authentication/authorization
· Description: 
· The UE sends a PDU Session Establishment Request message to the SMF in order to establish a C2 connection with a UAV controller and connection with the USS/UTM.

· The UAV provides a "UAV operation request indication", which may be an explicit indication, or a specific DNN, or a specific combination of DNN and S-NSSAI, to indicate to the SMF that the PDU Session is for communication with USS and for C2.

· Existing mechanism: N/A
· Multiple PDU sessions: 

· need to distinguish PDU sessions for UTM or UAVC or others

· Multiple QoS flows: 

· No need extra enhancement. It seems Step 10 supports the QF1 and QF2 in one PDU Session.

· Step 13: Secondary authentication procedures for UTM’s authentication/authorization
· Description: 
· This option relies on the signaling support for secondary PDU session authentication to authorize the pairing of UAV controller and UAV and for UAV flight authorization by the UTM/USS. The SMF trigger the secondary authorization/authentication of the PDU session during the PDU Session establishment.

· Existing mechanism: Secondary authentication can be revoked by SMF or DN-AAA at any time but no descriptions on specific triggering conditions.

· Multiple PDU sessions: 

· need to distinguish PDU sessions for UTM or UAVC or others.
· Multiple QoS flows: 

· Need to add the triggering conditions when new QoS flow establishing for UAVC.
· Step 8 or 12g or 14: revocation and (re)authorization failures
· Description: 
· Step 8: Upon unsuccessful UUAA, the AMF receives UAV authorization response information which may indicate that the authorization of UAV and UAV controller pairing is failed.
· Step 12g:  Store authorization data.
· Step 14: USS may provide (e.g. policies and/or traffic filters) to enable user plane connectivity between the UAV and the UAV controller.
· Existing mechanism: /

· Multiple PDU sessions: 

· need to distinguish PDU sessions for UTM or UAVC or others

· need to support the PDU session release based on the response information from UTM (allow or deny lists). 

· Multiple QoS flows: 

· need to support the PDU session modification to release or block QoS flows based on the response information from UTM (allow or deny lists).
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